
Securemail ITP
Executive Fraud Protection

DAS hits, but classification changes to EFP when a 
configured EFP Display Name is detected in Header-From.

Securemail ITP
Domain Anti-Spoof - Scenario 2

DAS hits when SPF and ITP checks pass but the Reply-To domain is not 
an ITP defined domain (Securemail protected). i.e. An external domain.

Securemail ITP
Domain Anti-Spoof - Scenario 1

DAS hits when sending IP address fails SPF check on 
Header-From domain.

Securemail ITP
Protection Bypass

Bypass is triggered when email Envelope-From domain is configured in 
the Protection Bypass list. No ITP actions are enforced.

Securemail ITP
 Test Mode

All ITP checks performed but no enforcement action is taken. Hit 
information is still logged in the ITP report view.

Standard Securemail
SPF Verification

Verifies a sending IP address against the SPF record of an email’s 
Envelope-From domain. This is part of Securemail’s standard protection.
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